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Elements of Threat Assessment Team Development

¢ Team mission and purpose- Choosing a scope and
emphasis for your team

¢ Naming of the team to accurately reflect mission
and purpose

¢ Team composition, size, and leadership

¢ Team functions- forming a team, developing
policies and procedures, determining ongoing
team functions

¢ Common pitfalls and obstacles

(adapted from (Higher Education Mental Health Alliance (HEMHA), 2012)
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and reassessment

and support of individuals

Potential Benefits of a Threat Management Team

¢ Utilizing specialized knowledge to increase insight and
available tools, while decreasing intellectual and
emotional blind spots, situational bias, cognitive distortion
(i.e. minimization, rationalization, and denial), and rigid
application of rules to dynamic situations leading to
Improved accuracy of assessments, efficacy of
Interventions, and increased scope of ongoing monitoring

¢ Providing more resources to address the complex problem
of potential violence- assessment, intervention, monitoring
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Common Potential Obstacles and Weaknesses

L R R 2

In Threat Management Teams

Different levels of personal commitment to the group process
Differing status given to various disciplines and/or team members

Subgroup dynamics within the team that reduces cooperation and
communication

Unequal benefits given to certain team members for participation
(i.e. education, promotion metrics, training, etc.)

Role confusion, including role of team leader
Heavy time commitment for interdisciplinary approach

Regular turnover in team members, impacting training,
communication, and team bonding

Inconsistent application of assessment, intervention, and monitoring
processes, including variations in information gathering, use of
assessment tools, and applications of intervention methodologies

Ineffective and inconsistent communications between team members
and between the team and organizational stakeholders
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Elements that Contribute to Success of

Interdisciplinary Teams
(partially adapted from Schofield & Amodeo, 1999)

Common, Clear, Superordinate Goals
Leadership Support

Committed Expertise

Breadth of ldeas

Compatibility of Organizational Design

Team Building (Bonding)

Persistence

Sufficient Resources (i.e. time, support, money)

Overcoming disorganization, miscommunication, and problem-
solving difficulties by teaching skills of problem mapping, group
direction, effective communication, appropriate solicitation of group
member insight, and structured problem-solving
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Types of Incidents Proactively Addressed by A
Violence Risk Assessment and Management
Approach

¢ Threats - Verbal or written

¢ Assaults - with or without Battery (Physical
contact)

¢ Displaying of Weapons on the Organization’s
property

¢ Sabotage or Vandalism

¢ All forms of Physical Violence

Later were added stalking, cyberstalking,
Intimidation, harassment,
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Initial Types of Relationships which can Cause
Concern and Require Assessment

¢ Employee and Employee
¢ Employee and Client/Visitor
¢ Employee and Manager or Supervisor
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¢ Employee and Employee

Organizational property

AL

¢ Employee and Manager or Supervisor
¢ Employee and Supplier or Vendor
¢ Employee and Family Member or former Family Member

+ Non-associated individuals who come on school property
(e.g. stalkers, criminals, vandals, mentally or emotionally
destabilized persons, community members, others, etc.)

Summary: All relationships with organizational personnel and between
parties on property owned or controlled by the organization can be
sources of concern and cannot be ignored.

Current Types of Relationships which can
Cause Concern and Require Assessment

¢ Employee and Student/Client/Visitor/Claimant
¢ Student/Client/Visitor/Claimant and Same on
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Incident Management Team

Members

¢ IMT = Core Members and Area Specific
Members

¢ Core Team Members (includes DMR):

- Senior Human Resources Representative

- Organization Security Representative
- Legal Counsel

¢ Area Specific Team Members:
- Regional/Divisional/ Department Senior Management
Representative

- Manager of Victim or Instigator’s Department,
If appropriate

AL

T

2015 Copyright Factor One, Inc. T T ALL RIGHTS RESERVED




AL

IMT Team Member Assignments

¢ Designated Management Representative
(DMR)

+ Handle Initial Incident Report

+ Conduct Initial Incident Information
Gathering

+ Make the First Assessment of whether an
Immediate Law Enforcement Response is
Necessary

+ Contact the IMT and Provide Incident
Information in Detall

AL
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IMT Team Member Assignments
(Cont.)

¢ Human Resources Representative
+ Personnel & Benefit File Access
+ Control of Employment Related Actions

+ Referral of Personnel to Necessary Care Providers-Post
Assessment

¢ Legal Counsel

+ Advise on all Legal Issues

+ Review the text of all communications to the Instigator
or Employees in connection with IMT incidents

+ Control all legal activities, including the obtaining of
Restraining Orders

AL
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Enforcement Agencies

+ Security Site Surveys and Planning
+ Initiation of Background Investigations
+ Maintain Ongoing Liaison with Appropriate Law

+ Coordination of any On-Site Response
+ Supervise Any Armed Security Personnel

IMT Team Member Assignments
(Cont.)

¢ Organization Security/Law Enforcement

T
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¢ Risk Manager

available in each incident

Later dropped or excluded from most teams
+ Advise IMT on Risk Issues, including Risk mitigation tools

IMT Team Member Assignments
(Cont.)

¢ Threat Assessment & Response Specialists

+ Initial and Ongoing Assessment of Incident & Instigator
concerning the potential for violence

Conduct Background Investigation of Instigator
Establish and Implement Protective Plan
Advise on potential placement of Armed Security Personnel

Facilitate On-going Incident Communication with All Team
Members and Outside Resources, including Law Enforcement
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IMT Operational Support Team Members-
as needed for specific case

¢ Employee Assistance Program (EAP) Representative

+ Provide access to and aid in selection of necessary counseling or
evaluation services

+ Provide monitoring of service use
+ Provide a conduit for Tarasoff type notices, as they arise
0 Public Affairs/Corporate Communications Representative

+ Provide media management during incidents that involve public
Interest

¢ Records and Benefits Representative

+ Provide accelerated access to personnel files and benefits
Information

¢ Personnel Liaison(s)

+ Provide insight into current effected workgroup dynamics and
personalities of employees involved in the incident
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IMT Operational Support Team Members-

continued
¢ Facility Services Representative

Provide current knowledge and access to physical properties of any
organization site. This could include floor plans, electrical plans, HVAC plans,
operation of the physical security system, elevators, water system, sewage

system, etc.

¢ Information Technologies (IT) Representative

Provide knowledge of current email, voicemail, data network, IP phone systems

Provide computer system search services

Provide computer system monitoring of electronic traffic to and from particular

locations, nodes, or devices on the network

Provide internet search services, if appropriate- including proxy server access

Provide data recovery services, as needed
¢ On-site Contract Security Representative (if applicable)

Provide enhanced surveillance on the access routes to the site

Provide enhanced access control at site access points
Provide warning of security breaches in progress

Provide notification of security incidents to law enforcement, if requested
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Outside Consulting Team Members and Their Roles

¢ Security & Investigations Professionals
+ Conduct background investigations in other jurisdictions
+ Provide armed security personnel, as needed
+ Provide security at non-organization locations, if appropriate

¢ Psychiatrist or Psychologist Assessment Specialist (if Applicable to the Case)
+ Assessment of incident and instigator when certain factors are present
+ Evaluation of potential for future violence when certain factors are present
+ Initial intervention to calm organizational or individual personnel anxiety, as appropriate

AL

¢ Additional Legal Support
+ Obtain restraining orders in various courts
+ Provide employment law advice for employment related cases
+ Provide legal analysis for looking at various legal risks
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Call comes In

AL

IMT Operational
Support Team

Outside Consulting
Team Members

—

General Incident Flow

DMR does initial
information intake

First
Assessment

Full IMT = Core IMT
+ Divisional IMT

l

The Assessment Process
Continues
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APPENDIX D

NORMAL INCIDENT ASSESSMENT/RESOLUTION PROCES

Nogification
of
an incident

Review Awailable Compamy
Reconds:

WORKPLACE VIOLENCE/Part |
A PLAN FOR THREAT MAMAGEMENT

1. £l
2. Witness|es) 1. Personnal records for
3. Other knowiedgeable wictim & Instigator
parties 2. i
available
Aeview & analyze facts as
known & del - ich,
if not all of the folicwng
fowr courses of action are
necessary for the next
stage of the assessment of
¥
¥ ¥ + ¥
Conwvenea Incident Determine if futher Cetermine & the Take no further acSon
gement Team investigation is needed company shoulkd pending furthes
{IT) & conduct full nvolving the falowing engape & consult developments in the

case rewiew. IMT should
consist of a core

0 provide local insight
& indosrnation

resources:

instigator

1. Public recceds
2. Law enforcement
comact

3. Enterview with

psychologry,
e leagal

oulside professicnals
from the fieids of

. Sacurity. or
profession

current incident or the
occurmance of additional
incidems

| Review & reavaluate

all new information
and design a plan of

action for incidgent
resolution

Review gutcome of
the Plan™s action &

Wirite a “Post

repon

Modify pobicy &
Procedunas o reflect
nowe insights gained

Aeissuve revised poScy
& procedures 10 the
incadent ment
Team & readucate

Froem the i

e N st
managers & supervi-
SOrs
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Incident Assessment/Resolution Process

Notification of an

Incident

V

1. Date & time
2. Instigator

4. Victim(s)
5. Location
6. Witness(es)

AL

DMR obtains the facts:

3. Act(s) committed

7. Current location of instigator
8. Current condition of victim & witness(es)
9. Other people who have been notified

Interview:
1. Victim(s)

2. Witness(es)
3. Other knowledgeable parties

Review Available Company

Records:

1. Personnel records for victim &
instigator

2. Medical records, if available

T
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Incident Assessment/Resolution Process (Cont.)

Yes, further

action

* See Profile Characteristics Grid.

Review & analyze facts as known & determine* which,
if not all, of the following four courses of action are
necessary for the next stage of the incident assessment.

i No further
action

AL

Convene Core
IMT or conveng
full IMT and
conduct full

case review.

1=4

g

Determine if the
company should
engage & consult
outside
professionals from
the fields of
psychology, securit
or the legal
profession.

y

!

Determine if further

investigation is

needed involving

the following

resources:

1. Public records

2. Law Enforcemen
contact

3. Interview with
instigator.

—t

Take no further
action pending
further
developments i
the current
incident or the
occurrence of
additional

—

incidents.

T

2015 Copyright Factor One, Inc.

T

T

ALL RIGHTS RESERVED




AL

—>

AL

Implement the
L ='MP

Plan

)

Monitoring

Active or Passive >

Review the
outcome of the
plan’s action

and write a Post:>

Incident report

Modify
policy &
procedures to
reflect new
insights gained
from the
incident

=

Incident Assessment/Resolution Process (Cont.)

Review and reevaluate* all new
Information and design a plan
of action for incident resolution.
* See Response Grid.

|:'>.

Reissue revised
policy &
procedures to
the Incident
Management
Team &
reeducate the
necessary site
managers &
supervisors
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Violence Risk Assessment & Resolution Process

Hotification of
an Incident by Wictim or
Other Party

Violence
Assessment
Flow Chart

Designated l\‘[anagentant Hepresentative
(DRR) obtains the inital case facis:

Date & Time
Instigatows), iff applicable
Auctls) committed
Wictimis)
Location
Witness(es)
Current location of Instigator, iff applicable
Current condition of wictim & witness(es)
Dther people who have been notified

Call P11

. Ivlake the decizion to evacuate
or not

3. Coruraunicate to the workforce

b =

R e

what is happening and what
they should do. ‘x\ves__ﬁ___k_h
4. Ivlest emergency services Call 5117
personnel and stabilize the
situation I
Mo
. J

Confer with other IMT
members, it might be the local
team , Regional team, or
Enterprise- wide assessment
tearmn:

Senior Rep HREYER

Senior Rep Security

1. Beview & fanalyze the Facts

2. Interview the following: VWictimis),
Witness(es), Other knonrledgeahle Parties

5. Obtain & Feview Victim's & Instigators's

personnel files if ermplotrees
Consider the following from all accounts:
- Weapons- Specific type mentioned or displayed

Legal Dept. Representative - gi]?h'?ia??i?sw};ﬁttm Vili'led‘lr_l;;i:ﬂrght; N

. - Physic iolence -Attempte. atened Suic
Seniot Rep Operations or other -Iental Health IssuesPurported Criminal History

- -Stalking -History of Violence or Conflict
_Substance Abmse  -Megative Employment Status

-Personal Stressors  -Evidence of a Wiclent Plan
If you have any of the above indicaiors, or when
in douht, contact other members of the Incident

T zement Team (IMT).

Mo further action

Take nno further action
pending further
developments in the
current incident or the
ocourretice of additional
incidents.

Deterrnine if further irvvestigation is
needed irvrobing the following
TesourCes:

Beview wailable company reconds
2. Beviewr Public records-civil and

T

crirninal for the parties irvobved

3. Law enforcement records and
contacts

4. Interview of the Instigaton{s)

5. Follow-up or additional Intersiers:

Determine if the compansy
should engage & consult
outside professionals from

k.

the fields of wiclence

Feview & reassess all new
information and dewvelop a
plan of action for incident
resolution. This plan

-Wictirals) the 1 wronld include assessment
SWitness{es) CRELERRU U TG actions, security actions,
- Other KnowledgeahleParties psychology.ete. legal actions, and HR/ER
actions, as appropriate
1
1
1
1
1
1
1
i
Implement Active or Passive Hevtew the outc:or.ne Ei
the plan Monitoring = plar's action & write a post
P incident report
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Policy

¢ An essential element in this policy is that all employees are

responsible for notifying the designated management representative
(DMR) of any threats, or perceived threats, they receive or have
perceived. Employees should also notify the management
representative if they have been told that another employee has
received or perceived threats. Additionally, they should alert the
representative when they witness threatening behavior that could be

job related, carried out on a company-controlled site, or connected td—

company employment. Employees are responsible for making this

report regardless of the relationship between the person who initiated

the threat or behavior and the person who was threatened. The
emergency phone system should be used to report any threat or
perceived threat that has immediate life threatening consequences.

%
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Policy (Cont.)

AL

distance from company locations.

¢ This policy also requires all individuals who apply for -- or obtain
-- a restraining order listing company locations as protected areas,
to provide a copy of the petition, temporary restraining order, or
permanent restraining order to the designated management
representative. (Company) has an obligation to provide a safe
workplace and protect employees from threats to their safety, and
that cannot be done unless (Company) receives information
concerning individuals who have been ordered to maintain a

T
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Implementation Considerations for the Use of Any
Violence Risk Assessment Tool ina Team

(Wright & Webster, 2011)

< Initial consultation with colleagues is vital

¢ A thorough training program tailored to the teams’ requirements is
essential

¢ Responsibility for actual coordination and completion of the risk
assessment on each team must be delegated to and accepted by an
individual with experience and authority

¢ All disciplines should contribute to the discussion process

¢ During both initial training and refresher training it must be emphasized
that assessors should not push for low or high scores

¢ Always remember that the main aim of risk assessment is risk
management

¢ Follow-up training is essential to ensure adherence to the original
assessment scheme

¢ The nature and limitations of the instrument must be a part of the
educational program.

T
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ASIS/SHRM WPV1.1-2011

& Released on September 2", 2011 after a four
year, multi-disciplinary development effort.

¢ Purpose: Establish an American National
Standard (ANSI) for workplace violence
prevention and intervention.

< Provides new definitions (e.g. violence risk
screening), as well as creating a standard for
everything from how you plan a program to
Involving law enforcement.

T
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Intervention Program
¢ Implementing the Program

AL

¢ The Role of Law Enforcement
¢ Post Incident Management

Major Areas of Coverage

¢ Establishing Multidisciplinary Involvement
¢ Planning a Workplace Violence Prevention and

¢ Threat Response and Incident Management

¢ Integrating the Issue of Intimate Partner Violence
Into Workplace Violence Prevention Strategies

T

2015 Copyright Factor One, Inc. T T

ALL RIGHTS RESERVED




AL

AL

Several New Items of Specific Interest

5.2.5: Union Leaders are encouraged to actively participate in prevention
and intervention efforts

5.2.6: Employee Assistance Programs (EAP) are mentioned as possible
violence risk screeners, but only with specialized training

6.2.1: Policy should be a “No Threats, No Violence” policy, not a “Zero-
Tolerance” policy

6.2.2.1: Process should have access to outside experts in the area of
violence risk assessment, law, and security

6.2.7: Process should include a system of centralized record keeping for
both recording and tracking of cases.

8.7: “...when formal violence risk assessment is warranted, the
organization should engage an external threat assessment professional to
assist...”

8.10.2: “Studies show that once violence begins, actions with the
greatest impact on outcome will be taken by persons already at the
scene, before law enforcement arrives. For that reason, emergency
responders should be considered as merely one element of a broader
violence response plan.”

T
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Several New Items of Specific
Interest

8.3.1 The Incident Management Process in Non-Urgent or Non-Emergency Situations

If a reported situation does not appear to present an immediate threat to physical safety, the Incident
Management process should include the following components:

a)
b)

)
d)

€)

f)

h)

Conduct an initial gathering of information from readily-available sources;
Perform a preliminary violence risk screening, based on information known at the time;
Develop a plan for early actions based on the initial risk screening;

Conduct a deeper, continued investigation and re-evaluate risk based on new information
learned;

Implement further needed Incident Management actions, such as a formal violence risk
assessment and other needed interventions;

Develop recommendations for appropriate responses to resolve an incident and assist relevant
management with implementation;

Perform continued monitoring and follow-up actions as appropriate; and

Debrief to evaluate the effectiveness of Incident Management and identify required process
improvement.

T
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perspective:

AL

opposed to by the Threat Management Team?

Several New Items of Specific Interest

8.4.3 Evaluating Information for the Initial Risk Screening

Once it gathers initial information, the Threat Management Team should conduct a preliminary risk
screening with a view towards ascertaining, in a gross or general manner, the urgency presented by the
situation in question. The team should consider all information it has gathered consistent with Section
8.4.1 and 8.4.2 above that indicates or mitigates a risk of violence and then assess, from a lay person’s

a) [s a concern for violence unwarranted, so that the incident can be handled (when involving an
employee) within normal human resources, disciplinary, or employee relations protocols, as

b) Is some concern for violence warranted but not significant or urgent, so that the Team can
continue with additional fact-gathering and its Incident Management process?

¢) s a concern for violence urgent, so that emergency or urgent action should be taken, such as
immediate consultation with a violence risk assessment professional or law enforcement?

T
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Several New Items of Specific Interest

] 7 The Importance of Setting Appropriate Limits to Internal Viclence Risk
Assessment

Many organizations’ Threat Management Teams, through training and accumulated experience, will be
adept at screening cases for potential risk and at developing risk mitigation strategies. Howewver, when
the Team lacks that training and experience, or when a formal violence risk assessment is warranted,
the organization should engage an external threat assessment professional to assist with Incident
Management. The Team should acknowledge the limits of its expertise and experience, and obtain

external assistance when needed.

Outsourcing a violence risk assessment to a qualified threat assessment professional can enhance the
quality of Incddent Management; in addition, it can help to mitigate the organization’s liability by
ensuring that the organization has allowed a qualified person, not the organization’s own emplovees,
to assess violence risk.

AL

In selecting an external threat assessment professional, the organization should consider such factors as
the person’s:

» Education, training, and experience in violence risk assessment, especially in the workplace
context;

* Licensing, credentialing, and insurance;
o Reputation:

» Experience in the industry;

» Availability, flexibility;

*» Style, approach, and sophistication; and

* General familiarity with relevant criminal, civil, and employment law.

T
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Association of Threat Assessment
Professionals (ATAP): RAGE-V

& RAGE-V = Risk Assessment Guideline Elements
for Violence

& Released on September 20, 2006 after a four
year, multi-disciplinary development effort

& Purpose: Establish a common framework for
conducting violence risk assessments and
assessing the validity of the process used to
provide the results.

¢ Comprised of three practice advisories
(Psychology, Law, and Information Gathering)
and a model violence risk assessment process

AL
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ATAP Model Violence Risk Assessment Process
Motification of Concerning Behawvior/Incidemnit:
Assess source guality and capture guality (e.g.. first-hand information?; direct or indirect contact with reportimg party)
“Three C*s™- Content, Context, Circumstances- What is new/changed? |
Imitial assessment of immediacy of violence and accessibility of target -
Imitial consideration of protective actions- including appropriate initial notifications and explanations
(e.g.. less savwvy recipients—more detail vs. more savvy recipients— less detail)
w
Initiate Fact Fimndlirmao:
Nnformmaticon could be obtained from any or all of the below listed sources
Wictirm{s)
vWitnesses
Family members including lovers, intimMmate partners, spouses
Friends/Co-VWorkers
Law enforcerment personmnel
Imstigator
Records- Restricted/Privates/Fublic
Exarminaticon of Forensic Evidence
Contact information- direct {(werbal or physical contact) or indirect (mma e—mail, letters, packages. pages.
I o messages, faxes, etc.)
Vwiretap and Surnceillance
Monew Transfers
Other Informants
foral @ o of § s lbcl @ @ i T
B STt Aricgcpers: (FPast
- - e O Ec e e e Ee o - o FPrescomi, arcl Futuwce)
- P - o i el - i e
threats, etc. =G mesgEative ok
Famtasy rohocarsal o . rletvet sy
> - =1 - RO Wt ioenall oS —wwihiat shyagi : - jecticm
e e e i A T Bt vmilization, and past Rojoction amda
e i o o) ey Sl - rany » e - Imerooeod
= ) paios S enti s o
o - ODthher sociEal sSupsort -
e e ZEomee = I SR men st S oeina e e
I . e - Commrectedmess amd hoaithnge e
q Palucinaons. thauae aree, Lo e = Jurstice sws
ﬂ}ml"!d aml - Head Draunrea prvayiphpmiery
- History v inal. ol
s reat) omicicdal, stalki
- Dirmirvishiecg inhditicees Threats, o Sos o nal tive
- SR Or @ o re.o] e hanr ior, wiodatiom of
- corditicmnal nelbe
\ = - Prior imeoluntans or
ol vty Pt et
commitents
- - Docunmen icichal o
_ z sSulcical t
prispint-ape Pk, felobig
= Th-owg s
- Past suscide aEtonm s
- OrctEmar Ponse to
- ot Al lirm it sottimg
- Referemce Qroups. Feroes.
affiliaticmns. =
AT FT L anachmen:s
- oyt ol
- = - ] o
e S ROy o mpnns TS O T O T B O
o Cr embarce ool of
W EE Mo Sarectioeed wiolence - may inciude:
- I 2 "= LE=] <
AassesSSIment anc
e g
T
Analy Guidelines
ideration of multi wi I asvd ors:
“Must involve o i o of cor ral rs or ir s to risk well as risk tial
- o i r First-hand collateral d.ana sources
- -Must assess the |m|:laj:E argazhe-nng inforre i threat P itself upon risk
o Y must be scienti or wiithin the field literatune
"I’H'I’Ien cnnl:eplmallzung risk lewvel, musl vize i val i i il i o thee ot T 4 w
rervt wwihem el L H ility of informatian., vime i . potential changes in )l
N must be aware of the regal and reg w i that i the risk
i Cat orize the Lewvel of Risk | Prowvide assessment results to a riate rties
{e.g.. Low, Moderate., or High, 1-5) D— (e.-g.. Individual Victim, employer, Incident Management Team, -
- Law Emnforcement, Court, Correctional System., Probatiom, Parole)
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Role Ambiguity

Lack of Reporting

No Valid Assessment Process
Reactive to Incidents

No Monitoring

Individual Fragmented
Approach

Inappropriate Use of Resources
Uncertainty & Fear

L
ceoene
® & 6 06 O o

2
\ 4

¢
¢

Threat Management Program Hoped for 15t Evolution

Before After
& No Policy ¢ Policy
¢ Varying Knowledge ¢ Training & Common Knowledge

Base

Clear Ownership & Roles
Mandatory Reporting
Threat Assessment Protocol
Proactive Response

Case Review & Monitoring
Multi-disciplinary Approach

Proper Use of Specialists
Increased Control & Safety

T
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Threat Management Team Current Challenges

* e 6606 o o

*

Policy may not reflect current expansion of behaviors (i.e. stalking, cyber-bullying, cyber-stalking,
connection with sexual harassment, etc.)

Updating knowledge, given the explosion in the empirical literature involving violence risk
assessment, intervention, and legal decisions

Stability of team membership
Role re-examination & cross-training for unifying team methodology

Frequently meeting and interacting to maintain relationships, share new information, and decrease the
tendency to defer responsibilities to others or develop sub-groups

Maintaining team authority to act independently, using appropriate resources of the organization

Continuous adherence to an agreed upon assessment process, requiring adequate information gathering
(inside and outside the organization), full sharing of the information with all team members, individual
assessment before team analysis, and use of a valid and appropriate assessment tool

Maintenance of intervention tools including current knowledge of employee benefits programs; strong
relationships with community resources (i.e. mental health, law enforcement, victim services, courts,
etc.); current understanding of the relevant civil and criminal laws, restraining order procedures,
regulations, standards, etc.; interviewing skills; and current security hardware and new methodology

Maintenance of adequate case monitoring (i.e. frequency of checking for new behavior, documentation
and communication of new behavior to the team, reassessment of new information, application of
appropriate additional interventions)

Centralized record keeping, possibly separate from all other organizational systems; with multi-point
access, monitoring of assignments and results, notification of changes; encrypted and accessible on
multiple platforms and devices
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Threat Management Program Actual Evolution

Current

& Policies, but fragmented in many
organizations

& Multi-disciplinary approach, but various
teams and team compositions per
organization; rarely are all members fully
engaged and participating

¢ Common, expanded, knowledge base- but
varying levels of knowledge improvement

o Clearer roles, but differing levels of
engagement in the process

& Mandatory reporting expectations, but not
consistent

¢ Various degrees of reactivity to incidents

& Valid assessment processes, but various
degrees of use, primarily at the low use end

¢ More appropriate use of intervention
resources, but with wide variations of
engagement of outside expertise and
community resources

¢ Monitoring, but of various durations and
with varying effectiveness

Future Areas of Continual Improvement

+ Policies that continue to evolve to address
emerging violence risks

& Granting of team budget and organizational
support and control for case assessment and
management

¢ Expectation and delivery of proactive
response

¢ Multi-disciplinary approaches with a strong,
committed, leadership and member
commitment to full participation, and
collaboration, including full information
review and individual analysis

¢ Cross-training for all members for a more
comprehensive insight into all roles

o Connecting behavioral reporting to
performance and promotion metrics

& Increasing adherence to empirically based
violence risk assessment methodology,
appropriately validated- if available

¢ Expanded intervention options, including
enhanced community coordination

& More consistent case monitoring with better
case documentation and case change
communications to team members
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